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Arvamus isikuandmete kaitse seaduse ning teadus- ja arendustegevuse ning innovatsiooni
korralduse seaduse muutmise seaduse eelnéu kohta

Eesti Infotehnoloogia ja Telekommunikatsiooni Liit (ITL) tédnab Justiits- ja Digiministeeriumi
kaasamise eest isikuandmete kaitse seaduse ning teadus- ja arendustegevuse ning innovatsiooni
korralduse seaduse muutmise seaduse eelndu (edaspidi: eelndu) menetlusse. Oleme eelndu
analiiiisinud ning toetame kehtiva isikuandmete kaitse seaduse § 6 muutmist eesmargiga tagada
oigusselgus, kes ja millistel tingimustel voivad andmesubjekti ndusolekuta to6delda isikuandmeid
teadus- ja ajaloouuringu ning statistika eesmargil.

ITL-i hinnangul on eelndu mitmes kiisimuses ebaselge ning ei ole tdielikult kooskdlas EL-i
isikuandmete kaitse lildmaarusega. Moistame, et digusselguse huvides on piiiitud eelndu teksti
lisada rohkem selgitusi, kuid leiame, et sellest rohkest digusnormi tekstist ei pruugi pariselus olla
abi tagamaks, et tulevased uuringud toimuksid turvaliselt ja eetiliselt. Eelnéu peab andma selge
vastuse kiisimusele, millal on uuring turvaline. Teadusuuringud vajavad selgeid aluseid ning
andmekaitse reeglitega arvestamist. Ka muud riiklikud ja kohaliku omavalitsuse uuringud peavad
toimuma selgete piiride raames.

Seetdttu leiame, et protsessi voiks veel 1abi moelda ja kiisimusi analiiiisida ning oleme valmis
selleteemalistel aruteludel ka osalema.

Esitame eelndu kohta jargmised tdhelepanekud ja ettepanekud:

1. Subjekti maaratlus ja adressaatide ring

Eelndust ja selle seletuskirjast ei tule selgelt vilja, kes on subjekt ehk keda puudutab eelndu §-ga
1 muudetav isikuandmete kaitse seaduse (IKS) §-is 6 sisaldav voimalus to6delda isikuandmeid
teadus- ja ajaloouuringu ning statistika eesmargil. Eelndust on raske aru saada, et see on méeldud
ka ettevotetele.
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Teeme ettepaneku eelnéu seletuskirjas selgemalt vilja tuua, et muudatus puudutab lisaks
riigiasutustele ja teadusasutustele ka ettevotjaid, kes soovivad teha teadusuuringuid voi
innovatsiooni avalikes huvides. See pole hetkel iiheselt arusaadav, kuna eelndu tegeleb suuremas
osas avaliku sektori kdes olevate ja avaliku sektori poolt kasutatavate isikuandmetega ning samal
ajal kehtib siiski ka eraettevotetele.

2. Esmase ja teisese andmeto6otluse eristamine

Eelndu § 1 punktiga 1 muudetava IKS § 6 16ikes 1 ei eristata esmast ja teisest tootlust. Teisese
tootlemise puhul voib pseudoniiimimise noue (siseriiklik digus) teatud juhtudel olla madalama
kaitsetasemega kui "mittetuvastava tootlemise" ndue, mis on teisese todtlemise puhul
otsekohalduv kohustuslik kaitsestandard (EL-i isikuandmete kaitse tildmé&érus ehk IKUM art 89
lg 1 viimane lause, mis viitab sisuliselt IKUM artiklile 11). See tdhendab, et:

1) esmase andmetdo6tluse korral vdib valida kaitsemeetmed vastavalt riskitasemele, mis kaasneb
tootluse mojuga andmesubjektide digustele ja vabadustele, mh vdib kasutada pseudoniilimimist
vastavalt IKUM art 89 Ig 1 eelviimasele lausele;

2) teisese andmetdotluse korral peab kohaldama eelkdige IKUM art 89 Ig 1 viimases lauses
viidatud kaitsemeetmeid, s.t "mittetuvastavat tootlemist" vastavalt IKUM artiklile 11.

Seega siseriikliku digusega on pohimotteliselt véimalik tdpsustada ainult sellise andmetootluse
tingimusi, kus pseudoniiiimine pole piisav kaitsemeede ning IKUM artikli 11 jargne
"mittetuvastav” todtlemine pole voimalik.

Seetottu teeme ettepaneku segaduste ja vaariti tolgendamise viltimiseks selgelt sitestada,
kas:

A. IKS § 6 Ig 1 on Giguslik alus nii esmaseks kui ka teiseseks isikuandmete tootluseks teadus-,
ajaloouuringu, statistikatod voi muude avalikes huvides toimuvate analiiiiside ja uuringute
(edaspidi "uuring") eesmargil vastavalt IKUM art 6 Ig 1 punktile e (task carried out in the public
interest, exercise of official authority vested in the controller).

VOl

B. IKS § 6 kehtestab avalikes huvides toimuvate analtiliside ja uuringute ildtingimused ja
madaratleb, millises andmetddtlussiisteemis tootlemist loetakse "mittetuvastavaks tootlemiseks”
IKUM art 11 jérgi. Vastavad diguslikud alused tuleb kehtestada eriseadustes (riiklik statistika,

teadustegevuse korralduse alused, arhiivindus, ametkondlik statistika, hadaolukord,
geeniuuringud jms) vdi toetuda andmesubjekti néusolekule.

Margime, et ettepaneku jargi pole vajadust tdpsustada, et tootlemine vdib toimuda ilma
"andmesubjekti ndusolekuta". See fraas tuleks eelndust kustutada, kui eelnduga nihakse ette
iseseisev seadusest tulenev diguslik alus isikuandmete to6tlemiseks. Kehtivas IKS § 6 16ikes 1
tekitab "andmesubjekti ndusolekuta” segadust ja mitmetimoistetavust eelkdige terviseandmete
tootlemisel, kus "isiku néusolek” voib olla kasitletav ka nousolekuna sekkumiseks inimese
kehalisse puutumatusse (inimgeeniuuringute vm meditsiiniliste uuringute puhul). Viimast tiiiipi
nousolek voib olla ndutav soltumata sellest, kas isikuandmeid toodeldakse andmesubjekti
nousoleku alusel voi mitte.
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3. Psedoniimiseerimise defineerimine

Eelndu § 1 punktiga 1 muudetava IKS § 6 Ig 3 kohta méargime, et siseriikliku digusega ei saa minna
sisustama ega muutma otsekohalduvas ELi mairuses defineeritud 0digusmadistet
"pseudoniiiimimine” (IKUM art 4 Ig 1 punkt 5).

Ka ei saa minna sisustama ega muutma otsekohalduva ELi madruses moisteid "(isiku)
tuvastamine” (identification) ega "tuvatatud/tuvastatav" (identified /identifiable).

Teeme ettepaneku loobuda terminite "pseudoniiiimine” ja "muu samavairset kaitset
pakkuv meede" kasutamisest ning selle asemel viidata ainult § 6 16ike 3 kriteeriumitele: a)
kaitsemeetmete rakendamise kohustus enne andmete iileandmist uuringu tegijale, b) isiku
tuvastamise ja andmete isikustamise valtimise kohustus uuringu tegemisel, c) isiku tuvastamise
ja andmete isikustamise valtimise kohustus uuringu véljundis. Eraldi tuua vilja, et isegi
kaitsemeetmetega andmetdotlus ei tohi muuta andmesubjekti kohustuste mahtu ega teda
tilemaara kahjustada.

4. Andmete edastamine Statistikaametile

Eelndu § 1 punktiga 1 muudetava IKS § 6 Ig 4 eeldab, et andmete edastamine Statistikaametile on
tingimata vajalik selleks, et Statistikaamet saaks andmeid pseudoniiimida vo6i muid
kaitsemeetmeid rakendada. Kui Statistikaamet kasutab selleks privaatsuskaitsetehnoloogiaid, siis
ei ole andmete edastamine rangelt vottes vajalik, s.t Statistikaamet ise ei pea andmeid tingimata
nagema voOi neist aru saama, et aidata andmeid kaitsta. See norm vdimaldab Statistikaametit
kaasata andmetdotluse  otsustusprotsessi ja  toodelda andmeid traditsiooniliste
kaitsemeetmetega, mille riskitase on kérgem kui privaatsuskaitsetehnoloogiatel. Tekib kiisimus,
miks peaks seadusega Statistikaametile rakendama kergendatud meetmeid, kui nad pakuvad
iiksnes andmetdotlusteenust ega tootle andmeid oma vajadusteks (riiklik statistika, teadlaste
keskkond jms).

ITL-i ettepanek on kohaldada Statistikaameti poolt té6tlemisel samu néoudeid nagu muude
andmetodotlussiisteemide pakkujate puhul (vt eelndu § 2 - IKS § 6").

5. Tuvastamist voimaldavate andmete eemaldamine

Eelndu § 1 punktiga 1 muudetava IKS § 6 Ig 1 punkt 1 eeldab, et mittetuvastava to6tlemise jaoks
on vaja mingi osa andmeid eemaldada. Privaatsuskaitsetehnoloogiatega pole see vajalik - andmeid
toodeldakse osapooltele mittendhtaval (mittetuvastaval) kujul, samas andmed ise jadvad algsele
kujule.

Teeme ettepaneku lihtsustada seda normi selliselt, et tuvastaval kujul (nt toorandmed voi
lihtpseudoniiiimitud andmed, kus vastutaval tootlejal on juurdepais pseudoniiiimimisvotmele)
andmete tdotlemine on lubatud ainult eriseadustes madratletud juhtudel, aga mittetuvastaval
kujul to6tlemine on lubatud IKS §-s 6 satestatud tingimustel (t66tlemine AKI poolt kontrollitud
andmetootluskeskkonnas, kus kasutatakse nii asjakohaseid tehnilisi kui ka organisatoorseid
kaitsemeetmeid).
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6. Ulekaalukas avalik huvi

Eelndu § 1 punktiga 1 muudetava IKS § 6 Ig 1 punkt 2 on meie hinnangul liiga avatud tdlgendustele
ja s6ltub uuringu tegija suvast.

Seet6ttu teeme jargmised ettepanekud:

a) tdpsustada "uuringu tegija" mdistet - kas see on uuringu tellija voi uuringu vahetu teostaja?

b) tdpsustada llekaalukat avalikku huvi vahemalt riigi kui uuringu tegija puhul eriseadustes (riiklik
statistika, hadaolukorrad, ametkondlik statistika poliitikauuringuteks, geeniuuringud jms) ja
IKS-is viidata nendele eriseadustele.

Selgitame, et poliitikauuringud vajavad selget seaduslikku alust (IKUM art 6 lg 1 punkt e) ja
igakordset pohidiguste riivete proportsionaalsuse hindamist séltumata uuringu riskitasemest
(poliitikauuringud eeldavad suure hulga iihiskonna liikmete kohta info kogumist ja tootlemist, et
teha ihiskonna jaoks vajalikke otsuseid). Ei piisa, et andmetddtlus pohineb avaliku voimu teostaja
iildisel seadusest tulenevate tilesannete taitmise kohustusel.!

Alternatiivse ettepanekuna pakume IKS § 6 Ig 1 punkti 2 kustutamist.

7. Andmesubjekti Giguste piiramine uuringu tegija poolt

Eelndu § 1 punktiga 1 muudetava IKS § 6 16ikega 11 riik sisuliselt delegeerib oma seadusloome
diguse edasi uuringu tegijale. See seadusloome volitus tuleneb IKUM artikkel 89 15ikest 2, mis
lubab liikmeriikidel oma odigusega teha erisusi IKUM artiklites 15, 16, 18 ja 21 loetletud
andmesubjekti digustest. IKS § 6 Ig 11 aga delegeerib vastava erisuste tegemise otsustusdiguse
seaduse asemel otse uuringu tegijale ning jatab selle tema valikuvabaduseks. Seejuures on jaetud
tiahelepanuta, et teisesel tootlemisel tuleb rakendada IKUM artikli 89 Ig 1 viimase lause kohaselt
mittetuvastavat tootlemist - sellisel juhul IKUM artiklid 15-20 ei kohaldugi.

Teeme ettepaneku viia eelndu tekst kooskdolla IKUMi loogikaga, mille kohaselt on
mittetuvastava tootlemise korral lubatud rohkem erandeid andmesubjekti digustest, sdltumata
andmetootluse diguslikust alusest (vaib olla ka ndusolek) ja sdltumata sellest, kas tegu on esmase
vOi teisese tootlemisega. Sisuliselt IKS § 6 Ig 3 eelndus nagunii dubleerib IKUMi mittetuvastava
tootlemise ndudeid (IKUM artikkel 11).

1 vt selle kohta: Maris Juha: Proaktiivne profileeriv personaalne e-riik. Kas inimese osalus ja labipaistvus
jaavadki unarusse? Number 2023/6 Ik 501-513. Internet:

ridica.ee/article.php?uri=2023 6 proaktiivne profileeriv_personaalne e-

rilk_kas inimese osalus ja | bipaistvus j vadki unaruss ja M. Mikiver. Isikuandmeid ristkasutav e-riik ja
seaduse reservatsioon. Kas efektiivsus térjub pdhiseaduslikud nduded? — Riigidiguse aastaraamat 4/2023, |k 54—
92. Internet:

https://www.akadeemia.ee/wp-content/uploads/2024/06/riigioiguse-aastaraamat-2023-veeb.pdf
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8. Andmeto6otlussiisteemi moiste ja pakkujad

Seoses andmetootlussiisteemiga (eelndu § 2) vajab selgitamist, mis see tdpsemalt on. Kas see on
kitsas tegevus v0i saab andmeid to6delda igas IT-siisteemis? Mdiste "andmetdotlussiisteem” on
madratlemata. Jadb segaseks, kas andmetdotlussiisteemi tuleb kasutada ainult mittetuvastava
tootlemise tagamiseks vdi sobib see ka tuvastava t6otlemise korral.

Kas see on sama, mis "andmeruum"” EL-i andmemaaruse (Data Act Regulation No 2023/2854)
artikli 33 tdhenduses vo6i "turvaline andmet6otluskeskkond" EL-i andmehaldusmairuse (Data
Governance Act No 2022 /868) artikkel art 2 1g 1 punkti 20 tdhenduses? Kui jah, siis tuleks lisada
viide.

Teeme ettepaneku sitestada eelndus definitsioon siseriikliku diguse jaoks, arvestades ELi
Oigusest tulenevaid nduded turvalistele andmetdotluskeskkondadele, andmeruumidele jne.

Samuti vajab selgitamist, kes voib andmetd6tlussiisteemi teenust pakkuda. Eelnou seletuskiri kiill
selgitab, et turg on jdetud lahtiseks, kuid see vdiks selgemini valja tulla. Palume eelndus
tapsustada, et andmetootlussiisteemi pakkujate ring ei ole piiratud liksnes riigiasutustega
(Statistikaametiga), vaid véimalus on ka iilikoolidel ja ettevotetel.

9. Tingimuste kontrollimine Andmekaitse Inspektsiooni poolt

Eelndu § 1 punktiga 2 IKS-i lisatav § 61lg 5 satestab, et Andmekaitse Inspektsiooni (AKI) kohustuse
kontrollida andmetdotlussiisteemi kasutuselevotul seaduses sitestatud tingimuste tditmist.
Andmeto6otlussiisteemi nduete tditmise kontrollimine tdhendab sisuliselt tarkvara/riistvara
auditi tegemist. Kuidas see praktikas korraldatakse? Kas AKI kiisib lihtsalt pabereid v6i kinnitusi
nouete tditmise kohta, ilma et mdni audiitor voi sertifitseerija peaks neid eelnevalt allkirjastama?
ITL-i ettepanek on lisada auditi noue.

10. Andmetootlussiisteemis andmete tootlemise eetilisus

Eelndu § 1 punktiga 2 IKS-i lisatav § 611g 6 satestab, et kui uuringu eesmargil toddeldakse andmeid
andmetootlussiisteemis tdites kodik IKS § 61 sitestatud tingimused, siis ei ole vajalik asjaomase
valdkonna eetikakomitee poolt kontrollida enne uuringu alustamist uuringu eetilisust. Juhime
tahelepanu, et ka vaga rangete kaitsemeetmetega to6tlemine voib olla ebaeetiline.

Peamine eelis andmetdotlussiisteemi kasutamisel seisneb selles, et see véimaldab tugevamaid
kaitsemeetmeid ja seetdttu voib kvalifitseeruda kui "mittetuvastav todtlemine”, mis voimaldab
valistada IKUM artiklites 15-20 nimetatud andmesubjekti diguste kohaldumise.

Teeme ettepaneku IKS § 61 16ige 6 kustutada. Oleme seisukohal, et eetikakomiteede kontroll
on vajalik ka andmet6otlussiisteemi kasutamisel. Kuna uuringute tulemuste puhul eetilisust ei
hinnata, on vaja seda teha enne uuringut ehk enne andmetdotluse algust.
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Kokkuvdotteks leiame, et eelnduga kavandatavad muudatused on vajalikud, et kaasajastada ja
ithtlustada uuringu tegemise andmet6dtluse tingimusi ning satestada tdiendavad kaitsemeetmed,
et andmesubjektide pdhidigused oleksid paremini kaitstud. Samas soovitame eelndus selgemalt
madratleda, kes on puudutatud isikud, tdpsustada andmetootlussiisteemi moistet ja selle
pakkujate ringi ning analiilisida veel kooskéla EL-i 6igusaktidega.

Loodame, et leiate voimaluse ITL-i ettepanekuid arvestada. Oleme valmis neid ka tdiendavalt
selgitama.

Lugupidamisega

/allkirjastatud digitaalselt/

Doris Pold

Tegevjuht

Keilin Tammeparg, keilin.tammeparg@itl.ee
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